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***ПРИРОРИТЕТ 5: НАСЪРЧАВАНЕ НА СИГУРНА КИБЕР ЕКОСИСТЕМА: СПРАВЯНЕ С ПРЕДИЗВИКАТЕЛСТВАТА ПРЕД КИБЕР СИГУРНОСТТА***

Обща забележка за всички мерки: Мерките, свързани с разходване на публичен ресурс и средства от фондовете на ЕС, ще бъдат реализирани при съобразяване с националното и европейско законодателство в областта на държавните помощи.

\*Забележка: Тези мерки ще бъдат реализирани в рамките на одобрените разходни тавани на съответните отговорни първостепенни разпоредители с бюджет (отговорни институции)

| **Цели** | **Мерки /дейности** | **Финансиране** | **Срок за реализация** | **Очаквани резултати** | **Индикатори за изпълнение** | **Отговорни институции** | **Отчет към дек.2022** |
| --- | --- | --- | --- | --- | --- | --- | --- |
| **ПРИРОРИТЕТ 5: НАСЪРЧАВАНЕ НА СИГУРНА КИБЕР ЕКОСИСТЕМА: СПРАВЯНЕ С ПРЕДИЗВИКАТЕЛСТВАТА ПРЕД КИБЕР СИГУРНОСТТА** |
| **Цел 13. Изграждане на устойчивост на кибер атаки и засилване на капацитета в областта на кибер сигурността**.**Цел 13. Изграждане на устойчивост на кибер атаки и засилване на капацитета в областта на кибер сигурността** | **1. Закон за кибер сигурност****– транспониране на Директива (EС) 2016/1148 на Европейския парламент и на Съвета от 6 юли 2016 година относно мерки за високо общо ниво на сигурност на мрежите и информационните системи в Съюза.** | ДАЕУ | Май 2018 | Установяване на мерки с цел постигане на високо общо ниво на сигурност на мрежите и информационните системи. | Изготвен нормативен акт/актове | ДАЕУ | изпълнена |
| **2. Повишаване нивото на осъзнатост на потребителите и администраторите на ИКТ относно значението на мрежовата и информационна сигурност и сигурното поведение в Интернет.** | ДАЕУ/МЕУ и ОПДУ | постоянен | Намаляване на кибер инцидентите чрез постигане на осъзнато и отговорно поведение в Интернет и прилагането на добрите практики в областта на мрежовата и информационнасигурност. | Проведени мероприятия | ДАЕУ/МЕУИПА | изпълнява се |
| **2.1. Цифрова трансформация на публичния сектор - киберсигурност** | ПНИИДИТ (ЕФРР и ДБ)331 625 644 лв | 2029 | * Изграждане на национална система за киберсигурност;
* Насърчаване и повишаване на доверието и сътрудничеството между партньорите в областта на киберсигурността на национално ниво;
* Укрепване на капацитета на Национални компетентни органи (НКО) и секторните екипи за реагиране при инциденти с компютърната сигурност към тях (СЕРИКС);
* Изграждане на киберсигурна среда за уязвими обществени и бизнес организации;
* Изграждане на система за киберзащита на споделените информационни ресурси;
* Повишаване на мрежовата и информационна сигурност (МИС) в инфраструктура на компетентни органи с цел защита на публичните услуги.
 | Брой действащи национални компетентни органи и секторните екипи за реагиране при инциденти с компютърната сигурност към тях; Потребители на нови и усъвършенствани обществени цифрови услуги, продукти и процеси; Брой публични организации, обхванати от системата за киберсигурност | МИР,Дирекция „Управление на програми и проекти“ в Министерство на електронното управление в качеството й на МЗ -(съгласно РМС № 519 от 22.07.2022 г.) ПНИИДИТ,  | в процес на изпълнение |
| **3. Създаване на национален орган за издаване на доверени цифрови сертификати.** | ДАЕУ\* | ноември 2022г. | Установяване на адекватни, пропорционални и актуални изисквания за прилаганите механизми за защита на информацията и информационните мрежи и системи. | Изготвен нормативен акт | ДАЕУ | отпада |